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What’s the problem (IT View)?
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Join the CONVERSATION: https://project-haystack.org/forum/topic/667
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What’s the problem (OT View)?
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The Challenge!

May 13-15, 2019 5

Join the CONVERSATION: https://project-haystack.org/forum/topic/667

https://project-haystack.org/forum/topic/667


What’s the problem (side by side)?
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Free Whitepaper
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What’s the answer, TAGS!
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Step 1: Password age, password strength, auto lockout, etc. are part of the 
configuration information and therefore need to be analyzed..

Step 2: These items that are not readily available or access at all but a 
requirement of enterprise IT..
• Criticality Level
• External Communicator 
• Include in Forensics
• ID'd as Life Safety 
• Risk Level Compensating Control 
• Applied Okay to Isolate 
• Physical Location (they may have this one already) 
• Data Flow Direction (one way/two way/multi)
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